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NSPM-33 CHIPS And Science Act
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NSF Listened to the Community

Stakeholder Engagements
Dear Colleague Letter (DCL NSF 23-098)
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Values are the Heart of Research Security
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Safeguarding the Entire Community in 
the U.S. Research Ecosystem
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Safeguarding the Entire Community in 
the U.S. Research Ecosystem
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SECURE

7



Today's Geopolitical Environment is
Challenging for Research
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Researchers & 
Institutions
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US Government



Governance Structure of SECURE
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USG & NSF
U.S. Research 
Community SECURE

SECURE 
Board of 
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Audience:
IHEs, non-profit research institutions, and small and 
medium-sized businesses

Mission: 
Empower the research community to make security-informed decisions 
about research security concerns

Approach:
Providing information, developing tools, and providing services

10



Duties of the RSI-ISAO under CHIPS
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Serve as a clearinghouse for information to 
help enable the members and other entities in 
the research community to understand the 
context of their research and identify 
improper or illegal efforts by foreign entities to 
obtain research results, know how, materials, 
and intellectual property;

Develop a standard set of frameworks and best 
practices, relevant to the research community, to 
assess research security risks in different contexts;

Share information concerning security threats 
and lessons learned from protection and response 
efforts through forums and other forms of 
communication;

Provide timely reports on research security 
risks to provide situational awareness tailored to 
the research and STEM education community;

Provide training and support, including through 
webinars, for relevant faculty and staff employed by 
institutions of higher education on topics relevant to 
research security risks and response;

Enable standardized information gathering and 
data compilation, storage, and analysis for 
compiled incident reports;

Support analysis of patterns of risk and 
identification of bad actors and enhance the 
ability of members to prevent and respond to 
research security risks;



What SECURE will do… and won’t do
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Advice, Decisions,
Investigations, Policy

Frameworks and
Best Practices

Uniform Quality of 
Service

Analytical ToolsPatterns of Risk

Reduce Cost and
Administrative

Burden

Curated Syntheses
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Trust is 
Critical to 
SECURE’s 
Success
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Functional Domains
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Tools & Training

Community Engagement & Inquiries

Data Analysis & Reporting



Stakeholder Desires for Functional Domains
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Tools & 
Training

 Actionable 
Tools

 Frameworks
 Rubrics
 Best 

Practices

Engagement 
& Inquires

 Build trust
 Demonstrate 

value
 Reduce cost 

for large
 Be accessible 

to small

Data Analysis
& Reporting

 Landscape 
analysis

 Risk modeling
 Timely, relevant 

communication
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Solicitation Reviews and Panels
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